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When is a DPO compulsory?

• Data controllers and processors must nominate a DPO if:
• they are a public authority or body (unless they are a court); or if
• their core activities:

• are processing operations requiring regular and systematic monitoring of data 
subjects on a large scale by virtue of their nature, their scope and/or their 
purposes; or

• concern processing on a large scale of ‘sensitive data’* or data related to 
criminal convictions and offences.

* = Data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, or 
trade union membership, and the processing of genetic data, biometric data for the purpose of 
uniquely identifying a natural person, data concerning health or data concerning a natural person's 
sex life or sexual orientation.



Who can be DPO?

• The Data Protection Officer (DPO) shall be designated:
• on the basis of professional qualities, in particular, expert knowledge of data 

protection law and practices;
• and their ability to fulfil the mandatory DPO tasks.



The DPO & data controllers and processors 

• The DPO may be a staff member of the controller or processor, or 
fulfil the tasks on the basis of a service contract.

• Controller and the processor must
• ensure that the DPO is involved, properly and in a timely manner, in all data 

protection issues;
• support the DPO by providing the necessary resources and access to personal 

data and processing operations, and allowing them to maintain their expert 
knowledge.



Independence requirement

• The DPO be in a position to perform their duties and tasks in an independent 
manner.

• The DPO shall not receive any instructions regarding the exercise of their  tasks.
• The DPO cannot not be dismissed or penalised by the controller or the processor 

for performing their tasks. 
• If the DPO fulfils other tasks and duties, the controller or processor shall ensure 

that any such tasks and duties do not result in a conflict of interests.



The DPO & data subjects

• Data subjects can contact the DPO with regard to all issues related to processing 
of their personal data and to the exercise of their rights under the GDPR.

• The contact details of the DPO must be communicated to data subjects (for 
instance in a data protection notice).



The DPO & the DPA

• DPOs must cooperate with Data Protection Authorities (DPAs).
• The DPO shall act as the DPA contact point.



What (else) must a DPO do?

• Inform and advise the controller or the processor and the employees 
who carry out processing of their obligations pursuant to data 
protection law.

• Monitor data protection compliance including the assignment of 
responsibilities, awareness-raising and training of staff involved in 
processing operations, and the related audits.

• Provide advice on data protection impact assessment and monitor 
their performance.

• Have due regard to the risk associated with processing operations, 
taking into account the nature, scope, context and purposes of 
processing.



Thank you!

gloria.gonzalez.fuster@vub.be


